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Bangladesh Institute of Management
Cyber Security Awareness Training (17t Batch)

About This Course

In Today’s organizational Environment, almost every role involves working with Computers
in some manner. Recent events indicated that security breaches could happen with almost
any computer users, at office or home. This course is intended to provide you with an
introduction to common security threats and issues as well as ways to counteract them.

Who Should Attend?
All the ICT Focal Point Officer/Office Executives/Computer End Users having basic
computing skills should have this knowledge to protect digital information.

Course Outline

* Introduction to Information Systems

»  Securing Information

* Type of Cyber-crime and business loss of cybercrime
*  Guard against cyber crime

*  Physical access control

* Email and Internet Security

* Role of Encryption in Network Security

» Security outside of the office
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*  Policy and Legal Issues of Cyber Security
» Digital Signature

» Case Analysis & Group Discussion

Training Methods

Lecture, Lab Practice, Group Discussion, Questions and Answers etc.

Duration : 20 - 21 November, 2020 (2 Days, 12 Hours)

Time :09:00 - 17:00 (6 Hours)

Venue : BIM, Dhaka

Coordinator : S M Ariful Islam, Head, Project Management Division
Associate Coordinator : Md. Zafar Ali, Management Counsellor

01712-594621, alizafarbim@gmail.com
01822-800205, tusher.bim@gmail.com

Course Fee : Net Pay TK. 12,000/ (Excluding VAT&TAX)
(A/C Payee to Director General, BIM, Dhaka)




